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DIVAR IP SRERE.
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RS

Bosch Sicherheitssysteme GmbH 2018.07 | V2 | DOC



22 zh-TW | EREERE DIVAR IP 5000

ES ]

BEES

BERR

RERE., AHNERD
ERRFERN
BRI

EERE

4. ETREIREFRE.
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HEE R
ERR#

DIVAR IP Dashboard 2 AR EIBMERE FEM—4& PC B4R DIVAR IP
DIVAR IP Dashboardi2fit DIVAR IP RiEHIE-.-

EE!
WMERERM K BACARERENSELRE. NELE , IJBH
RAER BT RERETEMERE.

ZE{FA DIVAR IP 5000Dashboard :

1. 7EMEESEM PC LEABBEERIERS.

2. HTERERERNMEUBAEA nttp: //mydivar/dlacockpit
=™ nttp://<IP address of DIVAR IP>/dlacockpit , &
# T Enter, EHEPERNFER DIVAR IP 5000 Dashboard 18
&,
st : R DIVAR IP EAENE SR , #— T Dashboard &
5128,

3. EERERLEESEZNEECEERRER.

-  System information EH
BRRFEME, BRER , UREHLHS,
-  Logbook HM
BN SEMER,.
- Device monitor B
BRAAEREBNEBER. REEHE, FBRRA. M
B, BEMENEE,
121t Update manually... 2L} Update from Internet %

SEAE ST RIE R,
Pz 4
MNASEEE LHRARE.
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28
WRFEARE, BHE 18
- EERE EH21

9.2 HEREE
THSBHAMTERRBOARRE AR RBARIR.

EX!
18R DIVARIP 81 , BRIBBE KRB RD

i

HE 1 KREEREF

» BRTRETENEMERZEBMER 10 YiE, RENRRRERSS
BR. Wik LAY B HEEMER.

BiF 2 XECKHA

» RAXRETEMNERERZS  XEKETEANESRER, |
BRART B ERR. Bk LN BREEMER,

xE!

BITUALEMESXE |, BEALUE 30 S ERFIMESHHL.

5FE2H
-  IFERE, BEH 24

9.3 {BOIRRE
THRRERE NARGRE.

X!
EMNEBEERORE  BRRATELERTEKIRARINHES.

EEHMARE .
1. 7EDIVARIP :REBH , B & , ARE—T RK.
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9.4

94.1

2. WMEfEMHFRE , —T P E Backup B , A% & —T Back
up. EHEMEETREESR,

3. BT fiiF. RERENIERIBEREME,
fAst  MELREEERENEREERBEROER , FR—T
R RAEANETE , ARE-THREA.

4. MESHEFEHER , B—T Windows BRIRME , EESHRA
B A downloads , A% —T Enter,
EEBEERIERAERNEFT AR

Wi/ E R
EFHRERERE | FUT T ANERES

Al R
- RERADE HENWMEERLEEHEERE

AR RBUEE
A LMER BN ERIRALE.

EEFMATHEERBMEER

1. RTERRMEAREE.

2. AMFEEBREEAMEEE  UHREHRRSEIEFESEL,

3. BRTERREBRMEE.

4. {EREMBIESSRR DIVAR IP Dashboard. EHEMERIESRN
WU HPE A http://mydivar/dlacockpit B http://
<IP address of DIVAR IP>/dlacockpit , R#EE—T
Enter, DIVAR IP 5000 Dashboard 2 RASIREBEXLERK
§E > Disk management #1T:RE.

5. B—T BB URRBGRE.

6. BB R# , A%IE—T Disk management.

7. MEARRENERRBEIE  FREEEERNEREE,

8. WHRRETH#E , WEHEEAANENEEERE LED 285
B,

BESH

-  HBRE HE 15
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9.4.2 HEEZ=HEE

BRI ERENNERIER T RES,

EEMEERETMEE .

1. ASFUBREEAMERE  YTRINGEEREREFT2E L,

2. RTEREZMBHKREE,

3. EEBEXERIARNAFIM , XEHEBHEBMERMER.
BHREFER%E , DIVAR IP MBI REETE, WEBRELGHMN
BRI HREMGIRAE LED S8 AER,

4. FRAREREITERRE,

RESH
-  HERE HE 15
- HEEAZE HE 18

9.4.3 EHRER
MRFEHRHE , MR E A AN EREREMRE LED 22/,
EEEREH

1. HTHENER. FALFEUBRSERBENE,

AR : B U EREHEERTER,

RTERZMEAERAESE.,

MR AMETEE  YREFBEEESEIEFTLEE L,
BRTERZMBARES,

EFAETBIEESRRK DIVAR IP Dashboard. FETEMEZIERMN
WAUWPE A http://mydivar/dlacockpit B http://
<IP address of DIVAR IP>/dlacockpit , REE—T
Enter. DIVAR IP 5000 Dashboard €8 /R EIREE AR
B > Disk management #{TRiE,

B—T /B LBERGRE.

R R#K , A%ZE—T Disk management,
NMEARBEMNERRTFTEIE  FREEEETNERERE.
WRRETRE , MRS ELAINERIHBEIREE LED 884
Ef,

ok wbd

© N

5HE2R
-  HERE HH15
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9.5

EEEHRA

THRERBNAFEHEHRFRRA

EEFHFEH DIVARIP :

1. £ DIVAR IP Dashboard , #&— T #REE P H Device
monitor,

2. #—F Update manually.
EEEERREEMERNEFE T,

EEFEHEEER DIVARIP :

1. £ DIVAR IP Dashboard , #&— T & # Y Device
monitor,

2. ¥&—TF Update from Internet.

ZE!

MRENRFEZIERERE  RRSEBREEN. EETANE
o, EUEETHERZE, NRENREREEIERER , S0
RERERFB TREFTENRES. ENRRESMERL , URE
FHREEBE, ENMEEANS-10 9 , ENEFHBEELER,

9.6

£ IP Helper TR

fER & AT#£ M Bosch 124tHY IP Helper MRBELE , RB AU AEKE
MFTE IP RERHE IP ik, ERAERASMEXRMAR , BN
AEBRIERRREMHEH P EEMN IP it , RERE IP BEMNHERE
FRiE. IP Helper BXATEEZ#IT , BMAEBHNZE, B AERRE+
fEfi—#& PC BARK IP Helper, tA[BAE#E USB FESBRBARL IP
Helper,

AR HAITE IP Helper TEMNEE :

- DIVARIP 5000 EmE LH#R EH &

- http://mydivar.com

—  http://downloadstore.boschsecurity.com/

EE=SI DIVAR IP &#i :

1. W T IP Helper T& (iphelper.exe)o

2. EEREAFBEFELR , BRERPHNME IPEERH IP U
i, SIREBERBMN DIVAR IP RIFAZTH IP ik,
{5 . ZEY DIVAR IP R4t , 5532 T LED B3,
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10 (EAERESH

MICROSOFT SOFTWARE LICENSE TERMS

MICROSOFT WINDOWS STORAGE SERVER 2012 R2 ESSENTIALS

These license terms are an agreement between you and:
the server manufacturer that distributes the software with the server; or
the software installer that distributes the software with the server.

Please read them. They apply to the software named above, which includes the media on which
you received it, if any. The terms also apply to any Microsoft:

updates,

supplements,
Internet-based services, and
support services

for this software, unless other terms accompany those items. If so, those terms apply. If you
obtain updates or supplements directly from Microsoft, Microsoft, and not the manufacturer or
installer, licenses those to you. Printed paper license terms, which may come with the software,
take the place of any on-screen license terms.

By using the software, you accept these terms. If you do not accept them, do not use the
software. Instead, contact the manufacturer or installer to determine its return policy for a
refund or credit.

As described below, using some features also operates as your consent to the transmission
of certain standard computer information for Internet-based services.

If you comply with these license terms, you have the rights below for each software
license you acquire.

1. OVERVIEW.
a. Software. The software includes:
server software; and
additional software that may only be used with the server software.
b. License Model. The software is licensed based on:
the number of instances of server software that you run; and

the number of user accounts that access instances of server software.
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c. Licensing Terminology.

Instance. You create an “instance” of software by executing the software’s
setup or install procedure. You also create an instance of software by
duplicating an existing instance. References to software in this agreement
include “instances” of the software.

Run an Instance. You “run an instance” of software by loading it into memory
and executing one or more of its instructions. Once running, an instance is
considered to be running (whether or not its instructions continue to execute)
until it is removed from memory.

Operating System Environment. An “operating system environment” is:

(i)  all or part of an operating system instance, or all or part of a virtual (or
otherwise emulated) operating system instance that enables separate
machine identity (primary computer name or similar unique identifier) or
separate administrative rights, and

(i)  instances of applications, if any, configured to run on the operating
system instance or parts identified above.

There are two types of operating system environments: physical and virtual. A
physical operating system environment is configured to run directly on a
physical hardware system. The operating system instance used to run hardware
virtualization software (e.g., Microsoft Virtual Server or similar technologies) or
to provide hardware virtualization services (e.g., Microsoft virtualization
technologies or similar technologies) is considered part of the physical
operating system environment. A virtual operating system environment is
configured to run on a virtual (or otherwise emulated) hardware system.

A physical hardware system can have either or both of the following:
(i)  one physical operating system environment, and
(i) one or more virtual operating system environments.

Server. A server is a physical hardware system or device capable of running
server software. A hardware partition or blade is considered to be a separate
physical hardware system.

Assigning a License. To assign a license means simply to designate that license
to one device or user.

USE RIGHTS.

a. Assignment of the License to the Server. The software license is permanently
assigned to the server with which you acquired the software. That server is the
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licensed server for that particular license. A hardware partition or blade is considered
to be a separate server. You may not assign the same license to more than one
server.

b.  Running Instances of the Server Software. You may run, at any one time, one
instance of the server software in one physical operating system environment on the
licensed server.

c.  Using the Server Software. You may install and use one copy of the server software
on one licensed server. Up to 50 users can access and use the server software on that
server as long as:

each such user has an assigned user account with unique user id and password,
and

the user accesses the server software through that account.

You may reassign a user account from one user to another provided that the
reassignment does not occur within 90 days of the last assignment.

d. Creating and Storing Instances on Your Servers or Storage Media. For each
software license you acquire you may create and store any number of instances of
the software on any of your servers or storage media. This may be done solely to
exercise your right to run instances of the software under any of your licenses as
described in the applicable use rights (e.g., you may not distribute instances to third
parties).

e. Included Microsoft Programs. The software contains other Microsoft programs.
These license terms apply to your use of those programs.

3. ADDITIONAL LICENSING REQUIREMENTS AND/OR USE RIGHTS.

a.  Specific Use. The manufacturer or installer designed this server for a specific use.
You may only use the software for that use. You may not use the software to support
additional software programs or functions, other than utilities or similar software
used solely for administration, performance enhancement, preventative maintenance,
or to provide complimentary data storage functionality for this server.

b. Limitation on Functions Supported by the Software. The manufacturer or installer
licenses you to use the server software to support only the base functions as
provided and installed on this server. You are not licensed to use the server to run or
support:

enterprise database software (such as Microsoft SQL Server), except non-
enterprise engines such as Microsoft SQL Server Express Edition. The server
software also may run or support enterprise database engines (including
Microsoft SQL Server) that are integrated in and used only to support the server
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software as part of the specific use for which the manufacturer or installer
designed this server,

enterprise resource planning (ERP) software,

messaging or enterprise mail,

Microsoft Exchange or Microsoft SharePoint Portal Server,
team collaboration software,

web-based time management applications that address appointment, meeting
and other calendar items,

more than 8 disk drives,
NVMe-enabled hardware, and/or
the external Serial Attached SCSI (SAS) interconnect.

These limitations do not restrict use of the server for data management (such as
providing storage and backup functions) for the software identified above.

c. No Windows Server CALs Required. Servers that access or use functions of
Windows Storage Server software licensed under these license terms do not require a
client access license (CAL) for Windows Server. Obtaining a CAL for any Microsoft
product does not grant you rights to use functions of the server software not
licensed under these license terms.

d.  Multiplexing. Hardware or software you use to:
pool connections,
reroute information,
reduce the number of devices or users that directly access or use the software,
reduce the number of devices or users the software directly manages,

(sometimes referred to as "multiplexing” or “pooling”), does not reduce the number
of licenses of any type that you need.

e. Font Components. While the software is running, you may use its fonts to display
and print content. You may only:

embed fonts in content as permitted by the embedding restrictions in the fonts;
and

temporarily download them to a printer or other output device to print content.
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f. lcons, images, and sounds. While the software is running, you may use but not
share its icons, images, sounds, and media. The sample images, sounds, and media
provided with the software are for your non-commercial use only.

g. No Separation of Server Software. You may not separate the server software for
use in more than one operating system environment under a single license, unless
expressly permitted. This applies even if the operating system environments are on
the same physical hardware system.

h. Additional Functionality. Microsoft may provide additional functionality for the
software. Other license terms and fees may apply.

i. Maximum Instances. The software or your hardware may limit the number of
instances of the server software that can run in physical or virtual operating system
environments on the server.

4. MANDATORY ACTIVATION. Activation associates the use of the software with a specific
device. During activation, the software may send information about the software and the
device to Microsoft. This information includes the version, language, and product key of
the software, the Internet protocol address of the device, and information derived from the
hardware configuration of the device. For more information, see microsoft.com/piracy/. By
using the software, you consent to the transmission of this information. If properly
licensed, you have the right to use the version of the software installed during the
installation process up to the time permitted for activation. Unless the software is
activated, you have no right to use the software after the time permitted for
activation. This is to prevent its unlicensed use. You are not permitted to bypass or
circumvent activation. If the device is connected to the Internet, the software may
automatically connect to Microsoft for activation. You can also activate the software
manually by Internet or telephone. If you do so, Internet and telephone service charges
may apply. Some changes to your computer components or the software may require you
to reactivate the software. The software may remind you to activate it until you do.

5. VALIDATION.

a.  If the manufacturer or installer activated the software for you, you may not be asked
to activate the software when you first use it. The software will from time to time
validate the software and update or require download of the validation feature of the
software. Validation verifies that the software has been activated and is properly
licensed. Validation also permits you to use certain features of the software or to
obtain additional benefits. For more information, see
go.microsoft.com/fwlink/?linkid=39157.

b.  During a validation check, the software will send information about the software and
the device to Microsoft. This information includes the version and product key of the
software, and the Internet protocol address of the device. Microsoft does not use the
information to identify or contact you. By using the software, you consent to the
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transmission of this information. For more information about validation and what is
sent during a validation check, see go.microsoft.com/fwlink/?linkid=69500.

c.  If, after a validation check, the software is found not to be properly licensed, the
functionality of the software may be affected. For example, you may:

need to reactivate the software, or

receive reminders to obtain a properly licensed copy of the software,
or you may not be able to:

use or continue to use some of the features of the software, or

obtain certain updates or upgrades from Microsoft.

d. You may only obtain updates or upgrades for the software from Microsoft or
authorized sources. For more information on obtaining updates from authorized
sources, see go.microsoft.com/fwlink/?linkid=69502.

6. INTERNET-BASED SERVICES. Microsoft provides Internet-based services with the
software. It may change or cancel them at any time.

a. Consent for Internet-Based Services. The software features described below and in
the Windows Storage Server Privacy Highlights connect to Microsoft or service
provider computer systems over the Internet. In some cases, you will not receive a
separate notice when they connect. You may switch off these features or not use
them. For more information about these features, visit
go.microsoft.com/fwlink/?LinkID=280262. By using these features, you consent to
the transmission of this information. Microsoft does not use the information to
identify or contact you.

Computer Information. The following features use Internet protocols, which send to
the appropriate systems computer information, such as your Internet protocol
address, the type of operating system, browser, the name and version of the software
you are using, and the language code of the device where you run the software.
Microsoft uses this information to make the Internet-based services available to you.

Windows (or Microsoft) Update Feature. You may connect new hardware to the
device where the software is installed. Your device may not have the drivers
needed to communicate with that hardware. If so, the update feature of the
software can obtain the correct driver from Microsoft and install it on your
device. You can switch off this update feature.

Web Content Features. Features in the software can retrieve related content
from Microsoft and provide it to you. Examples of these features are clip art,
templates, online training, online assistance, and Appshelp. You may choose
not to use these web content features.
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Digital Certificates. The software uses digital certificates. These digital
certificates confirm the identity of Internet users sending X.509 standard
encrypted information. They also can be used to digitally sign files and macros,
to verify the integrity and origin of the file contents. The software retrieves
certificates and updates certificate revocation lists using the Internet, when
available.

Auto Root Update. The Auto Root Update feature updates the list of trusted
certificate authorities. You can switch off the Auto Root Update feature.

Windows Media Digital Rights Management. Content owners use Windows
Media Digital Rights Management Technology (WMDRM) to protect their
intellectual property, including copyrights. This software and third-party
software use WMDRM to play and copy WMDRM-protected content. If the
software fails to protect the content, content owners may ask Microsoft to
revoke the software’s ability to use WMDRM to play or copy protected content.
Revocation does not affect other content. When you download licenses for
protected content, you agree that Microsoft may include a revocation list with
the licenses. Content owners may require you to upgrade WMDRM to access
their content. Microsoft software that includes WMDRM will ask for your
consent prior to the upgrade. If you decline an upgrade, you will not be able to
access content that requires the upgrade. You may switch off WMDRM features
that access the Internet. When these features are off, you can still play content
for which you have a valid license.

Windows Media Player. When you use Windows Media Player, it checks with
Microsoft for:

compatible online music services in your region;
new versions of the player; and
codecs if your device does not have the correct ones for playing content.

You can switch off this last feature. For more information, visit

www.microsoft.com/windows/windowsmedia/player/12/privacy.aspx.

Network Awareness. This feature determines whether a system is connected to
a network by either passive monitoring of network traffic or active DNS or HTTP
queries. The query only transfers standard TCP/IP or DNS information for
routing purposes. You can switch off the active query feature through a registry
setting.

Windows Time Service. This service synchronizes with time.windows.com once a
week to provide your computer with the correct time. You can turn this feature
off or choose your preferred time source within the Date and Time Control
Panel applet. The connection uses standard NTP protocol.
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IPv6 Network Address Translation (NAT) Traversal service (Teredo). This feature
helps existing home Internet gateway devices transition to IPvé. IPv6 is a next-
generation Internet protocol. It helps enable end-to-end connectivity often
needed by peer-to-peer applications. To do so, each time you start up the
software, the Teredo client service will attempt to locate a public Teredo
Internet service. It does so by sending a query over the Internet. This query only
transfers standard Domain Name Service information to determine if your
computer is connected to the Internet and can locate a public Teredo service. If
you:

use an application that needs IPv6 connectivity, or
configure your firewall to always enable IPv6 connectivity

by default, standard Internet Protocol information will be sent to the Teredo
service at Microsoft at regular intervals. No other information is sent to
Microsoft. You can change this default to use non-Microsoft servers. You can
also switch off this feature using a command line utility named “netsh”.

DATA STORAGE TECHNOLOGY. The server software may include data storage
technology called Windows Internal Database. Components of the server software use this
technology to store data. You may not otherwise use or access this technology under this
agreement.

MICROSOFT .NET BENCHMARK TESTING. The software includes one or more
components of the NET Framework (".NET Components”). You may conduct internal
benchmark testing of those components. You may disclose the results of any benchmark
test of those components, provided that you comply with the conditions set forth at
go.microsoft.com/fwlink/?LinkID=66406. Notwithstanding any other agreement you may
have with Microsoft, if you disclose such benchmark test results, Microsoft shall have the
right to disclose the results of benchmark tests it conducts of your products that compete
with the applicable .NET Component, provided it complies with the same conditions set

forth at go.microsoft.com/fwlink/?LinklD=66406.

SCOPE OF LICENSE. The software is licensed, not sold. This agreement only gives you
some rights to use the software. The manufacturer or installer, and Microsoft reserve all
other rights. Unless applicable law gives you more rights despite this limitation, you may
use the software only as expressly permitted in this agreement. In doing so, you must
comply with any technical limitations in the software that only allow you to use it in certain
ways. For more information, see the software documentation or contact the manufacturer
or installer. You may not:

work around any technical limitations in the software;

reverse engineer, decompile, or disassemble the software, except and only to the
extent that applicable law expressly permits, despite this limitation;
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use the software’s files and components within another operating system or
application running on another operating system;

make more copies of the software than specified in this agreement or allowed by
applicable law, despite this limitation;

publish the software for others to copy;
rent, lease or lend the software; or
use the software for commercial software hosting services.

Rights to access the software on any device do not give you any right to implement
Microsoft patents or other Microsoft intellectual property in software or devices that
access that device.

BACKUP COPY. You may make one backup copy of the software media. You may only
restore the backup image to the same server from which the backup was created. You may
use it only to create instances of the software.

DOCUMENTATION. Any person that has valid access to your computer or internal
network may copy and use the documentation for your internal, reference purposes.

PROOF OF LICENSE. If you acquired the software on the server, a disc, or other media,
your proof of license is the genuine Certificate of Authenticity label that comes with the
server. To be valid, this label must be affixed to the server or appear on the manufacturer’s
or installer's software packaging. If you receive the label separately, it is invalid. You should
keep the label on the server or packaging to prove that you are licensed to use the
software. To identify genuine Microsoft software, see www.howtotell.com.

TRANSFER TO A THIRD PARTY. You may transfer the software only with the licensed
server, the Certificate of Authenticity label, and this agreement, directly to a third party.
Before any permitted transfer, the other party must agree that this agreement applies to
the transfer and use of the software. You may not retain any instances of the software
unless you also retain another license for the software.

NOTICE ABOUT THE H.264/AVC VIDEO STANDARD AND THE VC-1 VIDEO
STANDARD. This software includes H.264/ AVC and VC-1 visual compression technology.
MPEG LA, L.L.C. requires this notice:

THIS PRODUCT IS LICENSED UNDER THE H.264/AVC AND THE VC-1 VIDEO PATENT
PORTFOLIO LICENSES FOR THE PERSONAL AND NON-COMMERCIAL USE OF A
CONSUMER TO (i) ENCODE VIDEO IN COMPLIANCE WITH THE ABOVE STANDARDS
("VIDEO STANDARDS") AND/OR (ii) DECODE H.264/AVC AND VC-1 VIDEO THAT WAS
ENCODED BY A CONSUMER ENGAGED IN A PERSONAL AND NON-COMMERCIAL
ACTIVITY AND/OR WAS OBTAINED FROM A VIDEO PROVIDER LICENSED TO PROVIDE
SUCH VIDEO. NO LICENSE IS GRANTED OR SHALL BE IMPLIED FOR ANY OTHER USE.
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If you have questions about the Video Standards, further information may be obtained
from MPEG LA, LLC; see www.mpegla.com.

EXPORT RESTRICTIONS. The software is subject to United States export laws and
regulations. You must comply with all domestic and international export laws and
regulations that apply to the software. These laws include restrictions on destinations, end
users, and end use. For additional information, see www.microsoft.com/exporting.

SUPPORT SERVICES. Contact the manufacturer or installer for support options. Refer to
the support number provided with the software. For updates and supplements obtained
directly from Microsoft, Microsoft provides support as described at

www.support.microsoft.com/common/international.aspx.

ENTIRE AGREEMENT. This agreement (including the warranty below), and the terms for
supplements, updates, and Internet-based services and support services that you use, are
the entire agreement for the software and support services.

APPLICABLE LAW.

United States. If you acquired the software in the United States, Washington state
law governs the interpretation of this agreement and applies to claims for breach of
it, regardless of conflict of laws principles. The laws of the state where you live
govern all other claims, including claims under state consumer protection laws, unfair
competition laws, and in tort.

Outside the United States. If you acquired the software in any other country, the
laws of that country apply.

LEGAL EFFECT. This agreement describes certain legal rights. You may have other rights
under the laws of your state or country. You may also have rights with respect to the party
from whom you acquired the software. This agreement does not change your rights under
the laws of your state or country if the laws of your state or country do not permit it to do
s0.

SECONDARY BOOT AND RECOVERY COPIES OF THE SOFTWARE

Secondary Boot Copy. If a secondary boot copy of the server software is installed
on the device, you may access, boot from, display, and run it solely in the event of a
failure, malfunction, or corruption of the primary operating copy of the server
software, and only until the primary operating copy has been repaired or reinstalled.
You are not licensed to boot from and use both the primary operating copy and the
secondary boot copy of the server software at the same time.

Recovery Copy. You may use any recovery copy of the server software provided
solely to repair or reinstall the server software on the device.

LEASED HARDWARE. If you lease the device from the manufacturer or installer, the
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following additional terms shall apply: (i) you may not transfer the software to another user
as part of the transfer of the device, whether or not a permanent transfer of the software
with the device is otherwise allowed in these license terms; (ii) your rights to any software
upgrades shall be determined by the lease you signed for the device; and (jii) you may not
use the software after your lease terminates, unless you purchase the device from the
manufacturer or installer.

22. NOT FAULT TOLERANT. The software is not fault tolerant. The manufacturer or
installer installed the software on the device and is responsible for how it operates
on the device.

23. RESTRICTED USE. The Microsoft software was designed for systems that do not require
fail-safe performance. You may not use the Microsoft software in any device or system in
which a malfunction of the software would result in foreseeable risk of injury or death to
any person.

24. LIMITATION ON AND EXCLUSION OF DAMAGES. Except for any refund the
manufacturer or installer may provide, you cannot recover any damages, including
consequential, lost profits, special, indirect, or incidental damages.

This limitation applies to:

anything related to the software, services, content (including code) on third-party
Internet sites, or third-party programs; and

claims for breach of contract, breach of warranty, guarantee, or condition, strict
liability, negligence, or other tort to the extent permitted by applicable law.

It also applies even if:

repair, replacement, or a refund for the software does not fully compensate you for
any losses; or

the manufacturer or installer, or Microsoft knew or should have known about the
possibility of the damages.

Some states do not allow the exclusion or limitation of incidental or consequential
damages, so the above limitation or exclusion may not apply to you. They also may not
apply to you because your country may not allow the exclusion or limitation of incidental,
consequential, or other damages.
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LIMITED WARRANTY

LIMITED WARRANTY. If you follow the instructions, the software will perform
substantially as described in the Microsoft materials that you receive in or with the
software.

References to “limited warranty” are references to the express warranty provided by the
manufacturer or installer. This warranty is given in addition to other rights and remedies
you may have under law, including your rights and remedies in accordance with the
statutory guarantees under local Consumer Law.

TERM OF WARRANTY; WARRANTY RECIPIENT; LENGTH OF ANY IMPLIED
WARRANTIES. The limited warranty covers the software for 90 days after acquired
by the first user. If you receive supplements, updates, or replacement software
during those 90 days, they will be covered for the remainder of the warranty or 30
days, whichever is longer. If you transfer the software, the remainder of the warranty will
apply to the recipient.

To the extent permitted by law, any implied warranties, guarantees, or conditions
last only during the term of the limited warranty. Some states do not allow limitations
on how long an implied warranty lasts, so these limitations may not apply to you. They
also might not apply to you because some countries may not allow limitations on how
long an implied warranty, guarantee, or condition lasts.

EXCLUSIONS FROM WARRANTY. This warranty does not cover problems caused by your
acts (or failures to act), the acts of others, or events beyond the reasonable control of the
manufacturer or installer, or Microsoft.

REMEDY FOR BREACH OF WARRANTY. The manufacturer or installer will, at its
election, either (i) repair or replace the software at no charge, or (ii) accept return of
the software together with the server for a refund of the amount paid, if any. The
manufacturer or installer may also repair or replace supplements, updates, and
replacement software or provide a refund of the amount you paid for them, if any.
Contact the manufacturer or installer about its policy. These are your only remedies
for breach of the limited warranty.

CONSUMER RIGHTS NOT AFFECTED. You may have additional consumer rights under
your local laws, which this agreement cannot change.

WARRANTY PROCEDURES. Contact the manufacturer or installer to find out how to
obtain warranty service for the software. For a refund, you must comply with the
manufacturer’s or installer’s return policies.

NO OTHER WARRANTIES. The limited warranty is the only direct warranty from the
manufacturer or installer. The manufacturer or installer, and Microsoft give no other
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express warranties, guarantees, or conditions. Where allowed by your local laws, the
manufacturer or installer, and Microsoft exclude implied warranties of
merchantability, fithess for a particular purpose, and non-infringement. If your local
laws give you any implied warranties, guarantees, or conditions, despite this exclusion,
your remedies are described in the Remedy for Breach of Warranty clause above, to the
extent permitted by your local laws.

FOR AUSTRALIA ONLY. References to “Limited Warranty” are references to the warranty
provided by the manufacturer or installer. This warranty is given in addition to other rights
and remedies you may have under law, including your rights and remedies in accordance
with the statutory guarantees under the Australian Consumer Law. Our goods come with
guarantees that cannot be excluded under the Australian Consumer Law. You are entitled
to a replacement or refund for a major failure and compensation for any other reasonably
foreseeable loss or damage. You are also entitled to have the goods repaired or replaced if
the goods fail to be of acceptable quality and the failure does not amount to a major
failure.

Goods presented for repair may be replaced by refurbished goods of the same type rather
than being replaced. Refurbished parts may be used to repair the goods.

For further information regarding this warranty and to claim expenses in relation to the
warranty (if applicable), please contact the manufacturer or installer; see the contact
information provided in the system packaging.

H. LIMITATION ON AND EXCLUSION OF DAMAGES FOR BREACH OF WARRANTY. The
Limitation on and Exclusion of Damages clause above applies to breaches of this
limited warranty.

This warranty gives you specific legal rights, and you may also have other rights that vary
from state to state. You may also have other rights that vary from country to country.

2018.07 | V2 | DOC Bosch Sicherheitssysteme GmbH












Bosch Sicherheitssysteme GmbH

Robert-Bosch-Ring 5

85630 Grasbrunn

Germany

www.boschsecurity.com

© Bosch Sicherheitssysteme GmbH, 2019




	 目錄
	1 安全性
	1.1 安全性訊息說明
	1.2 安全性預防措施
	1.3 重要安全性說明
	1.4 注意
	1.5 FCC 和 UL

	2 可用文件
	3 系統概觀
	3.1 裝置視圖
	3.2 LED 說明 - 前方面板
	3.3 LAN 連接埠 LED 說明 - 背面面板

	4 機箱設定
	4.1 移除硬碟托架
	4.2 安裝硬碟

	5 安裝 - 首要步驟
	5.1 設定備註
	5.2 裝置連線

	6 取得基本設置
	7 進階設定 - 雙重網路
	8 進階設置
	9 維護系統
	9.1 監視系統
	9.2 復原裝置
	9.3 備份設置
	9.4 新增/更換硬碟
	9.4.1 擴充雙磁碟機裝置
	9.4.2 擴充空機裝置
	9.4.3 更換硬碟

	9.5 正在更新系統
	9.6 使用 IP Helper 工具

	10 使用者授權合約
	Blank Page
	Blank Page

